National Voluntary
Laboratory Accreditation Program

ITST: CRYPTOGRAPHIC AND SECURITY TESTING

17GSAP/24

FIPS 201 Evaluation Program - SCVP Client (without authentication)

Security Content Automation Protocol Testing

Code
17SCAP

17SCAP/01
17SCAP/02
17SCAP/03
17SCAP/04
17SCAP/05
17SCAP/06
17SCAP/07
17SCAP/08
17SCAP/09
17SCAP/10
17SCAP/11

17SCAP/12

Description

NVLAP LAB CODE 200658-0

Security Content Automation Protocol Testing (SCAP, CVE, CCE, CPE, CVSS, XCCDF and

OVAL)

eXtensible Configuration Checklist Description Format (XCCDF)

Open Vulnerability and Assessment Language (OVAL)

Open Checklist Interactive Language (OCIL)
Common Vulnerabilities and Exposures (CVE)
Common Configuration Enumeration (CCE)
Common Platform Enumeration (CPE)

Common Configuration Scoring System (CCSS)
Common Vulnerability Scoring System (CVSS)
Asset Identification

Asset Reporting Format (ARF)

Trust Model for Security Automation Data (TMSAD)

Security Content Automation Protocol (SCAP)

Entropy Source Validation Testing System (ESVTS)

Code
17/ESVO1

Description

Entropy Source Validation Testing (ESVT) for all FIPS-approved entropy sources as required in

applicable versions of FIPS 140 Annexes (and all superseded versions)

Effective 2023-12-01 through 2024-09-30
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